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Currently all 34 institutions, under Board of Regents policies and procedures, use the social security number as the primary student identification number. Beginning Summer 2003, institutions are encouraged to implement the necessary business practices and procedures to replace the use of the social security number as the primary student identification number. USG institutions will be expected to continue requesting and maintaining the social security number as part of the student record. It is anticipated all USG institutions will complete the transition by 2005.

**Create Policies and Procedures for Collection, Use and Disclosure of Student ID Numbers and Social Security Numbers**

Institutions should have clearly defined policies and procedures on the generation and maintenance of student identification numbers and the collection and use of the Social Security Number. These policies should be developed within the governance structure of the institution and should be included in student, faculty and employee handbooks.

The federal law prohibits institutions from requiring students to provide their social security number; however, the law does not prevent or discourage institutions from requesting and maintaining the social security number as part of the student record.

Institutions are encouraged to clearly document why the social security number is being requested, how and when the number will be used, and to whom it can be disclosed. A statement should be printed on the admission application and in the student handbook.

**Sample Statement:**

> Federal law recognizes the student social security number as personally identifiable information. However, the law allows the University System of Georgia to request and use this information according to federal and state guidelines. While you are not generally required to provide your social security number, you are encouraged to do so. Your social security number is required when you apply for financial aid, for educational tax benefits, and employment and it may be required for other purposes. This information may be disclosed only under certain circumstances, including the following:

- to other institutional officials;
- to representatives of state and local educational authorities;
- in connection with financial aid;
- for research purposes to improve instruction:
to collection agents in connection with university-related business;
pursuant to an order from a court of law;
other circumstances as required by state or federal law.

Inventory on Collection and Use of Social Security Numbers

Institutions should inventory record systems, both paper and electronic, to determine how ID numbers and social security numbers are collected, maintained and used on campus. Institutions should plan to eliminate unnecessary or duplicate requests for social security numbers.

Questions to consider:
- What offices collect social security numbers? Why?
- Where are social security numbers stored?
  - In a paper file? - Who has access to the file?
  - In electronic format?
    - Is it in an institutional database?
    - Is it in a stand-alone database on an individual(s) computer?
    - Is it secure?
- Which office(s) have been designated as responsible for maintaining the social security number?
- Are there written policies regulating personnel access to social security numbers?
- Are there written policies regulating changes to social security numbers?

Institutions should know which individuals, by name and position, have access to secure information such as social security numbers and student IDs.

Security of Student Identification Numbers and Social Security Numbers

Institutions should have written policies on access to student records and information and develop a practice for training faculty, staff and administrators on maintaining confidentiality and FERPA. These policies should be included in the student, faculty and staff handbooks.

It is recommended that faculty, staff and administrators be required to complete training before they are issued access to the institution’s electronic student, financial and human resource systems.

Institutions are also encouraged to inform students of issues of identity theft and provide training on the use and dissemination of their student ID to others, including discouraging students from using their social security number as personal access codes or pin numbers.
The security of records maintained electronically is particularly challenging, and institutions are encouraged to provide faculty, staff, and students with guidelines for accessing personal information electronically. Access to personally identifiable information, such as social security numbers, IDs, etc., should be protected through the use of unique logins and personal passwords or PIN numbers. Employees and students should be reminded to log off before leaving a computer terminal unattended.

**Maintenance of Social Security Numbers**

It is essential that institutions establish procedures that enable validation of the true identity of students, faculty and staff. It is recommended that this validation process include guidelines for collection, storage, access, maintenance and disposal of documents containing confidential information.

Institutions should define how changes or corrections to social security numbers and IDs will occur, who is authorized to make the changes and how and where this information will be recorded. Institutions should, under no circumstance, record and store “dummy” numbers as social security numbers. In cases where the social security number is not available the institutions should document, as necessary, that this information is not available.

To verify the accuracy of the social security number, institutions should request official documentation. Asking for a copy of the social security card along with other identification is recommended, and institutions should establish a process for recording who verified the authenticity and what documents were used.

Institutions should follow federal and state guidelines for the storage and disposal of paper documents that contain social security numbers, IDs, or other confidential information.

**Using and Maintaining Social Security Numbers and ID numbers in the University System of Georgia.**

The System recognizes that institutions must establish strict information protection and disclosure policies to protect the privacy of students; however, it is equally important that the System have access to reliable student data.

As a System, it is important that institutions follow the USG recommended standard practices for reporting social security numbers and unique identification numbers. Institutions should implement practices that will ensure student confidential information is appropriately assigned to the correct student and that the information is linked together for tracking purposes.
Starting Summer 2003, the University System Office will expect institutions to report specific data elements the System Office can use to identify and track students across the System. These data elements include:

- **Unique Student PIDM** – this is a sequence number assigned by Banner or the institution's student record system
- **Student Identification Number** – as assigned by the institution
- **Previous Student Identification Number** – as changed during the term
- **Student Name** – current term
- **Student Name Change** – any name change reported during the term
- **Social Security Number change** – any number change reported during the term

**Best Practices for Using and Maintaining Social Security Numbers and Student Identifiers in the SCT Banner Student Information System.**

**Student Identification**

Banner uses the SPRIDEN_ID field in the Person Identification Table (SPRIDEN) as the primary mechanism for identification in the student system. The field is limited to 9 characters in length, but can range in size from 1 to 9 alphanumeric characters, including special symbols.

Institutions are encouraged to develop an institutional schema for assigning a unique student identification number in this field. There is no University System standard for creating a unique ID, and, therefore, institutions can use any combination of numbers, letters or symbols. However, it is important to note that some third-party systems the institution uses (one-card systems, etc.), or might employ in the future, might not be capable of handling a non-numeric character in an ID field. Institutions should also consider that if the first character of the ID is fixed (generated); some Banner forms will not allow manual entry of a fixed character.

When converting the current ID (possibly social security number) to a unique ID, it is recommended the Banner change ID process be followed so that the SSN becomes a previous ID and is retained in the SPRIDEN table as a changed ID. This will enable authorized individuals to search for a student using the current or previous ID as stored in the Person Identification Table with the appropriate change indicator. Students can log on to Banner via the web using a current or previous ID. System policy requires that institutions maintain social security numbers in the social security number field in the General Person table (SPAPERS); however, it is recommended that institutions consider also maintaining the social security number in the Identification Number field with a change ID indicator.

Authorized individuals should be instructed to conduct a query on the database prior to creating a new record. It is recommended that users do multiple queries using multiple
fields (ID, SSN, date of birth, address, etc.) to verify the existence of an individual in the database.

Once an institution converts to using a unique student identification number, the social security number should never be used to create a new person identification record.

**Social Security Numbers**

Banner uses the SPBPERS_SSN field in the General Person Table (SPBPERS) as the location for maintaining the official social security number. The field is limited to 9 characters in length.

Since social security number is one of the major fields used to track student migration across the System, institutions should ensure that only official social security numbers are entered in the social security number field. Institutions are prohibited from entering “dummy” social security numbers in this field. For many years it was standard practice across the System for institutions to assign “dummy” student ID numbers if students did not have a social security number; therefore, institutions are responsible for removing invalid numbers if they plan to populate SPBPERS_SSN with numbers from the SPRIDEN_ID field.

SCT plans to add repeating table functionality to the General Person Table in September 2002. Institutions are encouraged to adopt the same procedure used for changing IDs to record changes made to social security numbers.

Also in September 2002, SCT will be releasing search functionality that will enable institutions to restrict user access to view social security numbers. Institutions are encouraged to utilize this functionality in their overall plan for protecting access to confidential information.

**PIDMS**

Regardless of the value in the student ID (SPRIDEN_ID) or social security number (SPBPERS_SSN) fields, every student is assigned a PIDM, which is a sequential numeric value generated internally within Banner itself, to identify a student relationally within the institution’s Banner student record system. The PIDM is not visible to the end-user, but it is a data field that will be required for System reporting.

The PIDM, social security number and student ID together will be used in System reporting to verify the uniqueness of students enrolled in USG institutions.

**Use of Social Security Numbers and Unique Identification in Reporting**
Institutions must recognize that Banner processes vary in the use of the social security number and student ID, so it is important that practices are in place to ensure that students are accurately identified in both institutional and System reporting.

**Student Transcripts.** Institutions will be expected to continue to use the social security number on student transcripts distributed within the System. The System Office will assume responsibility for providing institutions with a Georgia Modification that will enable institutions to print the social security number on the USG student transcript. The unique identification number as assigned by the home institutions will continue to appear on the non-USG transcript.

**Other Processes.** Institutions are responsible for establishing institutional procedures for reporting confidential information. Institutions should be aware that processes that use the Student Identification Number use the current number and do not review change indicators for selecting ID. Below is a list of processes and tables that should be reviewed to ensure that student social security numbers and student identification numbers are reported accurately and as intended.

- National Student Loan Clearinghouse. This process uses data from General Person Base table social security number field. (ZFRNSLC/SFRNSLC)
- Tax Reform. This process allows the user to specify a hierarchy of where to look for the social security number.
- RCPMTCH for Financial Aid. This process allows user to select the match process.
- Faculty access via Banner Web. Institutions should consider how faculty and staff will access student information via the web.
- Tax Information for 1098-T. This process uses the SPBPERS_SSN field only.
- Crystal Reports. Institutions are encouraged to thoroughly examine all of their institutional reporting processes prior to converting to a unique student identifier.
- Voyager Library Extraction (ZORVLIB)

**External Systems**

Changing from using the social security number to a unique student identifier will have impact on other internal and external systems. Institutions are responsible for identifying, planning, interfacing and converting data as necessary for institutional use.

**System Requirements for Discontinuing the Use of the Social Security Number as the Student Identifier.**

In an effort to avoid a disruption of service to students and System reporting requirements, institutions should develop a plan for converting and implementing the new student identification system. Institutions are not required to convert by Summer 2003; however the earliest an institution should implement the change is Summer 2003.
Institutions will be expected to have completed the transition from using the social security number as the student ID by 2005.

Starting Summer 2003, System reporting will require as part of the student data collection process that institutions report:

- Unique Student PIDM – as assigned by Banner or the institution
- Student Identification Number – as assigned by the institution
- Previous Student Identification Number – as changed during the term
- Student Name – current term
- Student Name Change – any name change reported during the term
- Social Security Number change – any number change reported during the term

Institutions will be responsible for communicating with the System Office and sister institutions across the state their timetable for migrating to a unique student identifier.